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Uvodne odredbe

Politika zaStite licnih podataka je sastavni dio Opstih uslova poslovanja platne institucije Business
Integration and Business Intelligence d.o.o. (u daljem tekstu 2Bl d.o.o, Nosilac), koja je javno
dostupna na www.2bi.me i u okviru same aplikacije ,Digitalni Kiosk"“.

Privatnost korisnika mobilne aplikacije “Digitalni Kiosk” od posebnog je znacaja za kompaniju 2BI
d.o.o. 2Bl d.o.0 je posvecena postovanju Vase privatnosti, povjerljivosti Vasih liénih podataka.

Koris¢enjem ili pristupanjem aplikaciji “Digitalni Kiosk”, smatraée se da ste se saglasili sa
odredbama Politikom zastite licnih podatka, Opstim uslovima koriséenja mobilne aplikacije
“Digitalni Kiosk”, kao, Opstih uslovima poslovanja platne institucije i da slobodnom voljom
prihvatate i slaZzete se da moZzemo da prikupljamo i koristimo Vase licne podatke s vremena na
vrijeme, a u skladu sa njima, kao i u skladu sa izmjenama istih.

Ukoliko se ne slazete sa nekim od uslova navedenih u dokumentima “Politike zastite li¢nih
podataka”, , Opstim uslovima koris¢enja mobilne aplikacije “Digitalni Kiosk””, ”"Opstih uslova
poslovanja platne institucije”, preporuc¢ujemo Vam da ne koristite mobilnu aplikaciju “Digitalni
Kiosk”.

Politika zastite licnih podataka daje detaljna objasnjenja o nacinu prikupljanja, obradivanja i
korisé¢enja Vasih licnih podataka. Podaci se prikupljaju, obraduju i koriste u skladu sa Zakonom o
zastiti podataka o li¢nosti Crne Gore, i 2Bl d.o.o0. preduzima sve neophodne mjere kako bi se
obezbijedilo puno postovanje tih zakonskih propisa.

Molimo Vas da procitate u cjelosti Politika zastite licnih podataka kako biste saznali viSe o zastiti
Vasih podataka i postupanju kompanije 2Bl d.o.o sa istim.



POLITIKA ZASTITE LICNIH PODATAKA

Ova politika zastite licnih podataka ("Politika") objasnjava kako 2Bl d.o.o prikuplja, koristi, dijeli i
Stiti licne podatke korisnika koji koriste usluge aplikacije ,Digitlani Kiosk“, usluge pristupa
informacijama o racunu (AIS) i usluge iniciranja platnih transakcija (PISP). Ova Politika je
uskladena sa OpStom zakonima o zastiti podataka (GDPR) i vaie¢im zakonima o platnim
uslugama, ukljucujuéi PSD2 regulativu i vazece nacionalne zakone.

Prikupljanje licnih podataka
Prilikom koriséenja nasih usluga, mozemo prikupljati sledece vrste licnih podataka:

¢ Podaci o identitetu: Ime, prezime, datum rodenja, identifikacioni broj (npr. IMBG, broj
pasosa ili licne karte).

¢ Kontakt podaci: E-mail adresa, broj telefona, fizicka adresa.

¢ Finansijski podaci: podaci o bankovnim racunima, brojevi racuna, podaci o bankovnim
karticama, nazivi banaka, stanje na racunu, transakcioni podaci (istorija pla¢anja, isplate,
uplate,).

¢ Podaci o transakcijama: Detalji o uplatama i isplatama izvrSenim preko nase platforme.

¢ Tehnicki podaci: IP adresa, informacije o uredaju, kolaciéi (cookies), podaci o pretrazivacu
i operativnhom sistemu.

e Podaci o verifikaciji identiteta: Podaci prikupljeni u svrhu autentifikacije i potvrde
identiteta prilikom koris¢enja usluga.

Svrha prikupljanja podataka
Prikupljanje Vasih licnih podataka koristimo u sledece svrhe:

e Pruzanje nasih usluga: Da bismo omogudili pristup nasoj digitalnoj platformi i obradili
transakcije. Kreiranja Vaseg naloga u okviru mobilne aplikacije “Digitalni Kiosk”;

e Pruzanje AIS usluga: Da omogucimo pristup i prikaz informacija o vasim bankovnim
raCunima u realnom vremenu sa razli¢itih bankovnih institucija.

e Pruzanje PISP usluga: Da omogucimo iniciranje i izvrSenje platnih transakcija u vase ime
preko nasih povezanih partnera (banaka).

o Verifikacija identiteta: Da obezbedimo sigurnu autentifikaciju u skladu sa PSD2
zahtjevima za sigurnu autentifikaciju klijenata (SCA).

o Uskladenost sa zakonskim obavezama: Da bismo ispunili regulatorne zahtjeve,
ukljucujudi procedure za sprjecavanje pranja novca (AML) i poznavanje svojih klijenata
(KYC).

¢ Komunikacija sa korisnicima: Da bismo vas obavijestili o vaznim informacijama u vezi sa
vasim racunom ili nasim uslugama.

¢ Poboljsanje usluga:



o Da analiziramo nacin na koji koristite nase usluge kako bismo unaprijedili
funkcionalnosti i korisnicko iskustvo;

o Vodenja interne evidencije o koriséenju mobilne aplikacije “Digitalni Kiosk” i o
korisnicima iste za potrebe rada korisnicke podrske;

o Unaprjedivanja usluge i servisa koje nudimo posredstvom mobilne aplikacije
“Digitalni Kiosk”;

o Obavjestavanja o informacijama za koje Nosilac smatra da bi Vam bile od znacaja
u koris¢enju mobilne aplikacije “Digitalni Kiosk” (promotivna ponuda, nova verzija
aplikacije, novi servis u okviru mobilne aplikacije “Digitalni Kiosk” i slicno...);

o IstraZivanja zadovoljstva korisnika mobilne aplikacije “Digitalni Kiosk”.
Ucestvovanje u istrazivanju zadovoljstva korisnika se vrsi na dobrovoljnoj osnovi;

o U cilju pruzanja licno prilagodenog iskustva u koriséenju mobilne aplikacije
“Digitalni Kiosk”;

o blagovremenog i potpunog dostavljanja aZzuriranih verzija mobilne aplikacije
“Digitalni Kiosk” koja obraduje podatke o smart telefonu na kojem koristite
aplikaciju (model smart telefona, operativni sistem i verziju operativnog sistema,
jedinstveni identifikator uredaja ili podatke o logovanju (IP adresa, MAC
adresa,...));

o unaprjedenja kvaliteta usluge i otklanjanja eventualnih smetnji u koriséenju:
podatke o greskama (error - reporting), prekidima ili nepravilnostima u radu
usluga u okviru mobilne aplikacije “Digitalni Kiosk”. U nacelu ovi izvjestaji ne
sadrze licne podatke, veé se obraduju podaci o modelu smart telefona na kojem
koristite mobilnu aplikaciju “Digitalni Kiosk”, odnosno aktuelnoj verziji
operativnog sistema.

Pravni osnov za obradu podataka

Vase podatke obradujemo iskljucivo na osnovu jednog od sledeéih pravnih osnova:

e lzvrSenje ugovora: Obrada podataka je neophodna kako bismo pruzili usluge i servise (
AlS, PISP) koje ste zatrazili.

¢ Pravni interesi: Obrada podataka je u nasem legitimnom interesu (npr. za sprjecavanje
prevara, zastitu nase IT infrastrukture).

o Saglasnost: Vasa saglasnost je potrebna prije nego Sto pristupimo vasim bankovnim
informacijama ili iniciramo platne transakcije u vase ime.

o Zakonske obaveze: Obrada podataka je potrebna kako bismo ispunili nase zakonske
obaveze prema PSD2 i regulatornim zahtjevima Centrlane Banke Crne Gore kao i drugim
zakonima i regulativama. (npr. regulatorni zahtevi KYC i AML).



Dijeljenje podataka sa tre¢im stranama

Nosilac ne prodaje i ne iznajmljuje Vase licne podatke koje ste dostavili u okviru mobilne aplikacije
“Digitalni Kiosk”, osim na nacin kako je opisano u ovoj Politici zastite licnih podataka.

Mozemo dijeliti vase podatke sa slede¢im kategorijama trecih strana:

¢ Poslovni partneri: Trece strane koje nam pruzaju tehnicke, platne i druge infrastrukturne
usluge.

Nosilac zadrzava pravo da zaposli druge kompanije, tj. treca lica i pojedince (u daljem
tekstu Partneri) kako bi obezbijedio usluge i sa njima moZze dijeliti podatke za odredjene
svrhe poput: odrZavanja, korisnicka podrSka, analiza/istraga u slucaju eventualne
zloupotrebe i/ili zloupotrebe vrienja platnih transakcija i/ili reklamacije, organizacije
dostave, marketing, razvoj i slicno.

Partneriimaju ogranic¢en pristup informacijama samo za obavljanje ovih poslova u ime 2Bl
d.o.o tj pruzanje usluga prema 2Bl d.o.0. i duzni su prema 2Bl d.o.o da ne otkriju ili koriste
ove podatke u druge svrhe i imaju obavezu zadrzavanja povjerljivosti.

Partneri ¢e primijeniti odgovarajuce tehnicke i organizacione mjere na takav nacin da ¢e
obrada zadovoljavati zahtjeve ove Politike zastite licnih podataka i osigurati zastitu prava
nosioca podataka.

¢ Regulatornatela: U skladu sa zakonskim zahtjevima, mozemo dijeliti podatke sa organima
vlasti i regulatornim agencijama.

e Spoljni savetnici i pruzaoci usluga: RaCunovodstvene, pravne i revizorske kompanije koje
pomazu u ispunjavanju nasih obaveza.

¢ Platne institucije i banke: Kako bismo omogucili izvrSenje platnih transakcija.

Svi partneri sa kojima dijelimo podatke moraju ispunjavati stroge sigurnosne standarde i
pridrzavati se GDPR-a.

Cuvanje podataka

Vase licne podatke ¢uvamo onoliko dugo koliko je potrebno za ispunjavanje svrha za koje su
prikupljeni ili u skladu sa vazeéim zakonskim propisima. Kada vasi podaci vise nisu potrebni,
preduzeé¢emo odgovarajuée mjere kako bismo ih bezbjedno obrisali ili anonimizovani.



Postovanje licnih podataka

Nosilac prepoznaje i poStuje vaznost odgovorne upotrebe podataka prikupljenih putem mobilne
aplikacije “Digitalni Kiosk”. Nosilac ée poStovati Vasa prava po pitanju pristupa, ispravki i
uklanjanja Vasih li¢nih podataka. Nosilac moze iskomunicirati odredene informacije sa Vama,
vezane za proizvode, usluge i specijalne ponude, osim ukoliko ste odlucili da takve informacije ne
primate, ili su zabranjene zakonom. U odredenim slucajevima se informacije mogu iskomunicirati
sa Vama, ukoliko je to neophodno kako bi nesmetano nastavili sa koriséenjem aplikacije “Digitalni
Kiosk”. U slucajevima gdje je to po zakonu neophodno, Nosilac ¢e predati Vase licne podatke
nadleznim sluzbama.

Sigurnosne mjere

Preduzimamo tehnicke i organizacione mjere kako bismo zastitili vaSe podatke od neovlaséenog
pristupa, gubitka, unistenja ili izmjene.

Nosilac ¢e Vase podatke uskladistiti bezbjedno i sa punom pazinjom ¢e preduzeti sve mjere
neophodne za zaStitu VasSih podataka od gubitka, zloupotrebe ili promjena. Nosilac je
implementirao bezbjednosne mjere zastite osmisljene u cilju zastite liénih podataka koje ste dali
u skladu sa industrijskim standardima.

Mobilna aplikacija “Digitalni Kiosk” Stiti VasSe licne podatke od neovlaséenog pristupa ili upotrebe
odavanja. Podaci se smjestaju u kontrolisanom, sigurnom okruzenju. Nosilac prikuplja podatke
kako bi olaksao upotrebu aplikacije “Digitalni Kiosk”, kao i da bi sprijecio zloupotrebu i nelegalne
aktivnosti u okviru iste.

Te mjere ukljuéuju:

o Dvofaktorska autentifikacija (2FA): Koristimo dvofaktorsku autentifikaciju prilikom
pristupa osjetljivim podacima i iniciranja transakcija.

« Sifrovanje podataka: Koristimo napredne tehnologije $ifrovanja za zastitu vasih podataka
u toku prenosa i ¢uvanja.

¢ Kontrola pristupa: Samo ovlaséeno osoblje moze pristupiti vasim licnim podacima na
osnovu potrebe za radom.

¢ Redovno praéenje i revizija: Pratimo nasu IT infrastrukturu kako bismo brzo reagovali na
potencijalne sigurnosne prijetnje.



Vasa prava

Imate sledeca prava u vezi sa vasim podacima:

¢ Pravo na pristup: MoZete zatraziti uvid u podatke koje obradujemo o vama.

¢ Pravo naispravku: MozZete zatraziti ispravku netacnih ili nepotpunih podataka.

¢ Pravo na brisanje: U odredenim slu¢ajevima, moZete zatraziti brisanje vasih podataka, u
skladu sa zakonskim obavezama.

e Pravo na prenosivost podataka: MozZete zatrazZiti da vam dostavimo vasSe podatke u
formatu koji omogudéava njihov prenos drugom pruzaocu usluga.

¢ Pravo na ograni¢enje obrade: MozZete zatraziti privremeno ograni¢enje obrade vasih
podataka u odredenim situacijama.

Da biste ostvarili svoja prava, moZete nas kontaktirati putem sledece e-mail adrese:

kiosk@2bi.me .

Izmjene politike

Zadrzavamo pravo da povremeno azuriramo ovu Politika zastite licnih podataka. O svim vaznim
izmjenama biéete obavijesteni putem e-maila ili kroz nasu aplikaciju. Preporucujemo da redovno
pregledate ovu Politika zastite licnih podataka kako biste bili informisani o najnovijim
promjenama.

Kontakt podaci

Ako imate bilo kakva pitanja ili nedoumice u vezi sa ovom Politika zastite liénih podataka ili
obradom vasih podataka, molimo vas da nas kontaktirate putem:

¢ E-mail: kiosk@2bi.me
e Adresa: Bulevar knjaza Danila Petroviéa bb, Podgorica
e Telefon: +382 20657 411
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